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INTRODUCTION 

 

1. This is the Data Protection Policy of Avanti Schools Trust ;͞ƚŚĞ�Trusƚ͟Ϳ. 

 

2. We are committed to processing Personal Information fairly and lawfully in accordance with 

the UK General Data Protection Regulation (the retained EU law version of the General Data 

WƌŽƚĞĐƚŝŽŶ�ZĞŐƵůĂƚŝŽŶ�;�hͿ�ϮϬϭϲͬϲϳϵͿ�;͞'�WZ͟Ϳ͕�ƚŚĞ��ĂƚĂ�WƌŽƚĞĐƚŝŽŶ��Đƚ�ϮϬϭϴ�;͞ƚŚĞ��W�͟Ϳ�ĂŶĚ�

other related legislation which protects Personal Information. It is necessary for the Trust to 

process Personal Information about its staff, pupils, parent(s) / guardian(s) and other 

individuals who it may come into contact with. In doing so, we recognise that the correct and 

lawful treatment of Personal Information is critical to maintaining the confidence of those 

connected with the Trust. 
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Special Educational Needs requirements or photographs.  

 

5.3 Privacy Notices are documents provided to data subjects which explain, in simple 

language, what information we collect about them, why we collect it and why it is lawful 

to do so. They also provide other important information which we are required to provide 

under data protection laws.  

 



DATA PROTECTION POLICY 
 

D A T A  P R O T E C T I O N  P O L I C Y  



DATA PROTECTION POLICY 
 

D A T A  P R O T E C T I O N  P O L I C Y  
P a g e  | 5

mailto:DPO@wearehy.com


DATA PROTECTION POLICY 
 

D A T A  P R O T E C T I O N  P O L I C Y  
P a g e  | 6 

 

risk to the rights and freedoms of Data Subjects. 

 

OVERSIGHT GROUP 

16. The Trust will have in place a Data Protection oversight group consisting of the DPO and 

members of the Trust who have key data protection duties. The Overs(P)-275(a)403tw.DPO 
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20. The DPO will provide the Trust with appropriate training which will be rolled out to all staff. 

This will be provided ƚŚƌŽƵŐŚ�ƚŚĞ��WK͛Ɛ�,zŝŶϱŝǀĞ�data protection series which provides sector 

specific content. The HYin5ive series provides two levels of training: 

 

(a) A comprehensive level of training for all staff in key areas of data protection. All staff 

will be expected to undertake this training. 

 

(b) An additional specialised level of training for staff in more specialised roles or roles 

which require a more advanced level of data protection knowledge and awareness. 

 

21. The DPO will be responsible for keeping training provision under review. The Trust, in 

approving this policy, also approves the current training provision. 

 

22. All staff are required to undertake training as part of the induction process within 1 month of 

their start date. Existing staff will be required to undertake refresher training once every two 

years unless directed otherwise. Records will be maintained to evidence that staff have 

received training in accordance with the Policy. 

 

23. Staff are able and encouraged to share any feedback or ideas which they feel enhance training 

provision across the Trust. The DPO can be contacted directly by email for this purpose at 

DPO@wearehy.com . 

 

24. In addition to training, we will use a range of resources to raise awareness of data protection 

requirements. 

 

TRANSPARENCY 

25. We will provide appropriate privacy information to those who we process Personal 

Information about such as pupils, parents / carers and staff. We will provide this information 

mailto:DPO@wearehy.com
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privacy information will be made available both on our website and be available in hard copy 

on request. We will ensure that privacy information is set out in a way which is clear and in 

plain language 




